
The Department of Defense requires all 
contractors and subcontractors to adequately 
safeguard Covered Defense Information 
(CDI) and rapidly report Cyber Incidents. The
deadline for compliance to these requirements
was December 31, 2017.

G2OPS DFARS Workshop Service identifies 
how an organization stores, processes, and 
transmits CDI. Our Workshop(s) lead us 
to learn the how CDI flows throughout an 
organization’s day-to-day business processes.

We then measure the organization’s 
compliance posture concerning DFARS 
cybersecurity requirements (NIST 800-171 r1 
and other relevant standards). Because we rate 
compliance with each individual requirement, 
we reveal organizational strengths and 
weaknesses, helping set a path forward
even though the deadline has passed.

G2OPS creates and delivers key documentation 
for our clients, ensuring they’re prepared 
for DFARS Cybersecurity inquiries by the 
government, a prime contractor, DSS or DCMA. 
Our deliverables focus on providing clear 
understanding of an organization’s existing 
compliance posture (Matrix & SSP) and a 
prioritized list of mitigation strategies (POAM) 
that guide an organization to full compliance.

G2OPS draws upon our vast experience 
working with DoD and Federal Government. In 
addition, our combined Cybersecurity expertise 
allow us to deliver value. These trusted services 
ultimately build longterm security partnerships 
with our clients.

Service Deliverables: 
• DFARS Compliance Matrix
• System Security Plan (SSP)
• Plan of Actions and Milestones (POAM)
• Incident Response Plan
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DFARS Workshop Service
The DFARS Deadline has passed; do you meet compliance requirements?

Identify
AS-IS BASELINE

Measure
COMPLIANCE POSTURE

Prioritize
M IT I G AT I O N  S T R AT E G I E S

Choose G2OPS as your  
Cybersecurity Partner
G2OPS focuses on outcomes that position 
our clients to become compliant with DFARS 
Cybersecurity Requirements, to improve 
security programs, and to reduce risk for 
financial loss, brand damage, and business 
interruption.


